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Equality Impact Assessment (EIA) Part 1: EIA Screening 

Policies, Procedures or Practices: Privacy Notice 

Pupils  

DATE:  

17/06/21 

EIA CARRIED OUT BY: Kirsty Robson EIA APPROVED BY: SC1 

 

Groups that may be affected: 

Are there concerns that the policy could have a different impact on 

any of the following groups? (please tick the relevant boxes)  

Existing or potential 

adverse impact 

Existing or potential for a positive 

impact 

Age (young people, the elderly; issues surrounding protection and 

welfare, recruitment, training, pay, promotion) 

 

 

X 

Disability (physical and mental disability, learning difficulties; issues 

surrounding access to buildings, curriculum and communication) 

 
X 

Gender reassignment   X 

Marriage and civil partnership 

 

 

 
X 

Pregnancy and maternity  
X 

Race 

 

 X 

Religion and belief (practices of worship, religious or cultural 

observance, including non-belief) 
 

X 

Gender identity   
X 

Sexual orientation 

 

 

x 

Any adverse impacts are explored in a Full Impact Assessment. 
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St Michael's Church of England Primary School 

 

Learn ~ Care ~ Enjoy   

  

 This school aims to be a learning community in which all: 

 

• Achieve their full potential 

• Are motivated to work independently and collaboratively 

• Take initiative and responsibility 

• Show respect and consideration for others and their environment 

 

 
 

Privacy Notice (How we use pupil information) 
 
St Michael’s Primary School is the Data Controller for the use of personal data in this 
privacy notice. 

 

The categories of pupil information that we process include: 
 

• personal identifiers and contacts (such as name, unique pupil number, contact details 
and address) 

• characteristics (such as ethnicity, language, and free school meal eligibility) 

• safeguarding information (such as court orders and professional involvement) 

• special educational needs (including the needs and ranking) 

• medical and administration (such as doctors information, child health, dental health, 
allergies, medication and dietary requirements) 

• attendance (such as sessions attended, number of absences, absence reasons and 
any previous schools attended) 

• assessment and attainment (such as key stage 1 and phonics results, post 16 courses 
enrolled for and any relevant results) 

• behavioural information (such as exclusions and any relevant alternative provision put 
in place) 

• educational visits/residential visits 

• free school meal management 
 

 

Why we collect and use pupil information 
 
The personal data collected is essential, for the school to fulfil their official functions and meet legal 

requirements.  

We collect and use pupil information, for the following purposes: 
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a) to support pupil learning  
b) to monitor and report on pupil attainment progress  
c) to provide appropriate pastoral care  
d) to assess the quality of our services 
e) to keep children safe (food allergies, or emergency contact details)  
f) to meet the statutory duties placed upon us by the Department for Education 

 

The lawful basis on which we use this information 
 

 
We collect and use pupil information under section 537A of the Education Act 1996, section 83 of 

the Children Act 1989, The Data Protection Act 2018 and The UK General Data Protection 

Regulation including Article 6 ‘Lawfulness of processing’ and Article 9 ‘Processing of special 

categories of personal data’ 

https://www.gov.uk/education/data-collection-and-censuses-for-schools 

https://www.gov.uk/guidance/data-protection-how-we-collect-and-share-research-data 

 
 

Collecting pupil information 
 
We collect pupil information from a number of sources, for example, registration forms at the start 
of the school year or Common Transfer File (CTF) or secure file transfer from previous school. 
 
Pupil data is essential for the schools’ operational use. Whilst the majority of pupil information you 
provide to us is mandatory, some of it requested on a voluntary basis. In order to comply with the 
data protection legislation, we will inform you at the point of collection, whether you are required to 
provide certain pupil information to us or if you have a choice in this and we will tell you what you 
need to do if you do not want to share this information with us. 
 
 

Storing pupil data 
We hold pupil data securely for the set amount of time shown in our data retention policy. 
 

Why we share pupil information 
We do not share information about our pupils with anyone without consent unless the law and our 
policies allow us to do so. 
 

Who do we share pupil information with? 
We routinely share pupil information with: 
 

• schools that the pupil’s attend after leaving us 

• Winterbourne Academy High Street Winterbourne BS36 1JL 

• our local authority  

• the Department for Education (DfE) 

• School Nurse  

• NHS 

• Integra IT Support, South Gloucestershire LA 

• School grid – Quarrywood Court, Livingston Village, Livingston EH54 6AX 

• Tulip Photography – Unit 5 Gilda Building, Winterstoke Road, Weston super Mare BS23 
3YS 

https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/guidance/data-protection-how-we-collect-and-share-research-data
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• Teachers2Parents – Floor 1 Jacklin Drive Leicester LE4 7SU 

• Tapestry Learning Journey – The Foundation Stage Forum ltd 1 Southdown Ave Lewes 
East Sussex BN7 1EL 

• Timetables Rockstars – Maths Circle Ltd The Ossory Offices Hazelwood Lane Ampthill 
Bedford MK45 2HF 

• Class Dojo, Inc. 735 Tehama Street, San Fransciso CA 94103 

• CPOMS SYSTEMS LTD Unit 7 Acorn Business Park Skipton North Yorkshire BD23 2 

• SG Education Welfare Consultancy 463 Whitehall Road Bristol BS5 7BX 

• Nessy Royal London Buildings 42 Baldwin Street Bristol BS1 1PN 

• Insight Track Ltd of The Glasshouse Kings Lane Norwich Norfolk NR1 53PS 

• Edshed- Educational Shed Ltd, Severn House, Severnside North, Bewdley Worcestershire 

DY12 1AB 

• Google Classroom – Classroom.google.com 

• Numbots 

• Bodhi Treeplay Therapy 

• Music Hub South Gloucestershire 

• Vicky Borel Behaviour Support 

• GL Assessment (NFER/Dyslexia/Dyscalculia Screening) 

• Pastoral Family Liaison Officer 

• St Michael’s PTA 

• St Michael’s Church, Winterbourne 

• School Residential (e.g. PGL Brecon) 

• ARBOR EDUCATION 
 

Department for Education 
The Department for Education (DfE) collects personal data from educational settings and local 

authorities via various statutory data collections. We are required to share information about our 

pupils with the Department for Education (DfE) either directly or via our local authority for the 

purpose of those data collections, under section 3 of The Education (Information About Individual 

Pupils) (England) Regulations 2013. 

All data is transferred securely and held by DfE under a combination of software and hardware 

controls, which meet the current government security policy framework.  

For more information, please see ‘How Government uses your data’ section at the end of this 

notice. 

Local Authorities 

We may be required to share information about our pupils with the local authority to ensure that they can 

conduct their statutory duties under  

• the Schools Admission Code, including conducting Fair Access Panels. 

 

Connecting Care 
Our local council is a partner in Connecting Care, a project which links social care information with 
health information. 
 
The Connecting Care Local Record is a new way for staff who are directly involved in a child’s care 
to share relevant information about their care in a way that is secure, controlled, consistent and 
efficient. It allows health and local council staff who are directly involved in a child’s care access to 
a summary of existing records, such as those held by the GP, hospital or social care provider.  
 
Staff who are directly involved in a child’s care, will only access their record with a legitimate 

https://www.gov.uk/government/publications/security-policy-framework
https://www.gov.uk/government/publications/school-admissions-code--2
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reason, and if they can, they will ask your permission before they look at it. 
 
The Connecting Care Record will contain information such as: 
• who is involved in a child’s care; 
• any allergies they have; 
• medications; 
• recent appointments (but only whether they were attended, this will not include any information 
about what was discussed at that appointment); 
• diagnoses. 
 
The Connecting Care record will not contain information about conversations with the GP or any 
information on sensitive subjects such as sexual health. Staff who have a responsibility for 
designing services to improve children’s general well-being will also have access to relevant 
information from the record. The detail that staff can see is linked to the job they do. If for their job 
they don’t need to see specific information, they cannot see it. 
 
Connecting Care has been established in order to share important health and social care 

information to support the care of the wider Bristol population. Your contact with local Connecting 

Care NHS Partner Organisations may result in them seeking your consent to participate in a 

research study. Where you have consented to participate in such a study, the research team may 

access the information held by GPs and Hospital Trusts through Connecting Care to ensure that 

your participation (or those that you are responsible for) will not put you at risk of increased harm, 

and is suitable for the aims of the study. If you later choose to withdraw from the study, the 

research team will discuss the use of your information with you.  As part of the consent process, 

the research team will inform you of the information they would seek access to. 

 
If you require further information about Connecting Care, how it works, how information is shared 
and protected, and how you can opt out (and the implications for doing so) please contact PALS on 

0800 073 0907, or visit https://www.connectingcarebnssg.co.uk 
 

South West Child Health Information System (CHIS) 
Our local council also shares a limited amount of school enrolment information with the South West 
Child Health Information System (CHIS), which is used by local organisations to deliver child health 
services safely, effectively and efficiently. The CHIS maintains a record of all children from birth up 
to the age of 19 and receives data from General Practice, maternity departments, health visitor 
providers, screening providers and school age vaccination providers.   
 
The information shared by the school with CHIS includes: 
 

• School assigned ID and/or NHS number 

• Pupil name and gender 

• Pupil date of birth 

• Pupil home postcode 

• Pupil start date at the school 
 
The CHIS is commissioned by NHS England on behalf of Public Health England and the service is 
provided by Health Intelligence Ltd.  If you require further information about the CHIS, how it works 

and how information is shared and protected, please visit: http://www.swchis.co.uk 
 

Requesting access to your personal data 
Under data protection legislation, parents and pupils have the right to request access to 
information about them that we hold. To make a request for your personal information, or be given 
access to your child’s educational record, contact Fiona Huke on 01454 867105 or via email 
office@stmichaelswinterbourne.co.uk 

 

https://www.connectingcarebnssg.co.uk/find-out-more/which-organisations-are-a-part-of-connecting-care/
https://www.connectingcarebnssg.co.uk/
http://www.swchis.co.uk/
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You also have the right to: 

• object to processing of personal data that is likely to cause, or is causing, damage or 

distress; 

• prevent processing for the purpose of direct marketing; 

• object to decisions being taken by automated means; 

• in certain circumstances, have inaccurate personal data rectified, blocked, erased or 

destroyed; and 

• a right to seek redress, either through the ICO, or through the courts 

 
If you have a concern about the way we are collecting or using your personal data, you should 
raise your concern with us in the first instance or directly to the Information Commissioner’s Office 
at https://ico.org.uk/concerns/ 
 
For further information on how to request access to personal information held centrally by DfE, 

please see the ‘How Government uses your data’ section at the end of this notice. 

 

Withdrawal of consent and the right to lodge a complaint  
 
Where we are processing your personal data with your consent, you have the right to withdraw that 
consent. If you change your mind, or you are unhappy with our use of your personal data, please 
let us know by contacting Fiona Huke on 01454 867105 or via email 
office@stmichaelswinterbourne.co.uk 
 
 
 

Last updated 
We may need to update this privacy notice periodically so we recommend that you revisit this 
information from time to time. This version was last updated on 01/07/21. 
 
 

Contact 
If you would like to discuss anything in this privacy notice, please contact: 
 

Fiona Huke on 01454 867105 or via email office@stmichaelswinterbourne.co.uk 
  

https://ico.org.uk/concerns/
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How Government uses your data 
The pupil data that we lawfully share with the DfE through data collections: 

• underpins school funding, which is calculated based upon the numbers of children and their 

characteristics in each school. 

• informs ‘short term’ education policy monitoring and school accountability and intervention 

(for example, school GCSE results or Pupil Progress measures). 

• supports ‘longer term’ research and monitoring of educational policy (for example how 

certain subject choices go on to affect education or earnings beyond school) 

Data collection requirements 
To find out more about the data collection requirements placed on us by the Department for 

Education (for example; via the school census) go to https://www.gov.uk/education/data-collection-

and-censuses-for-schools  

The National Pupil Database (NPD) 
Much of the data about pupils in England goes on to be held in the National Pupil Database (NPD).  

The NPD is owned and managed by the Department for Education and contains information about 

pupils in schools in England. It provides invaluable evidence on educational performance to inform 

independent research, as well as studies commissioned by the department.  

It is held in electronic format for statistical purposes. This information is securely collected from a 

range of sources including schools, local authorities and awarding bodies.  

To find out more about the NPD, go to https://www.gov.uk/government/publications/national-pupil-

database-user-guide-and-supporting-information 

Sharing by the Department 
The law allows the Department to share pupils’ personal data with certain third parties, including: 

• schools 
• local authorities 
• researchers 
• organisations connected with promoting the education or wellbeing of children in England 
• other government departments and agencies 
• organisations fighting or identifying crime 

For more information about the Department’s NPD data sharing process, please visit:  
https://www.gov.uk/data-protection-how-we-collect-and-share-research-data  
 
Organisations fighting or identifying crime may use their legal powers to contact DfE to request 
access to individual level information relevant to detecting that crime. Whilst numbers fluctuate 
slightly over time, DfE typically supplies data on around 600 pupils per year to the Home Office and 
roughly 1 per year to the Police. 

For information about which organisations the Department has provided pupil information, (and for 

which project) or to access a monthly breakdown of data share volumes with the Home Office and 

the Police, please visit the following website: https://www.gov.uk/government/publications/dfe-

external-data-shares 

  

https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/education/data-collection-and-censuses-for-schools
https://www.gov.uk/government/publications/national-pupil-database-user-guide-and-supporting-information
https://www.gov.uk/government/publications/national-pupil-database-user-guide-and-supporting-information
https://www.gov.uk/data-protection-how-we-collect-and-share-research-data
https://www.gov.uk/government/publications/dfe-external-data-shares
https://www.gov.uk/government/publications/dfe-external-data-shares
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How to find out what personal information DfE hold about you 

Under the terms of the Data Protection Act 2018, you are entitled to ask the Department: 

• if they are processing your personal data 
• for a description of the data they hold about you 
• the reasons they’re holding it and any recipient it may be disclosed to  
• for a copy of your personal data and any details of its source 

If you want to see the personal data held about you by the Department, you should make a ‘subject 
access request’.  Further information on how to do this can be found within the Department’s 
personal information charter that is published at the address below: 

https://www.gov.uk/government/organisations/department-for-education/about/personal-

information-charter 

To contact DfE: https://www.gov.uk/contact-dfe  

 

https://www.gov.uk/government/organisations/department-for-education/about/personal-information-charter
https://www.gov.uk/government/organisations/department-for-education/about/personal-information-charter
https://www.gov.uk/contact-dfe

